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Ref.: Informe de ponencia para primer debate al Proyecto de Ley N° 074 de 2025 _ « . : .
Senado “POR LA CUAL SE CREA EL REGISTRO E IDENTIFICACION DE Ley 1581 de 2012 “Por la cual se dictan disposiciones generales para la

USUARIOS FINALES DE TARJETAS SIM Y E-SIM O LA TECNOLOGIA QUE LAS proteccion de datos personales” ) } » )

REEMPLACE Y SE DICTAN OTRAS DISPOSICIONES”. - Ley 1801 de 2016 “Por la cual se expide el Cédigo Nacional de Seguridad y
Convivencia Ciudadana”

- Ley 1978 de 2019 “Por la cual se moderniza el sector de las Tecnologias de

En cumplimiento de la designacion que me hiciera la Mesa Directiva de la la Informacion y la? Comunlca_cmnes (TIC).' se q's.mbu}f,en competencias, se

Honorable Comisién Sexta Constitucional Permanente del Senado de la crea un regulador unico y se dictan otras disposiciones

Republica, me permito rendir informe de ponencia positiva para primer debate al - Ley 599 de 2000 “Por la cual se expide el Cédigo Penal”
Proyecto de Ley de la referencia bajo los siguientes términos:

Estimado Presidente,

I TRAMITE DE LA INICIATIVA \2 EXPOSICION DE MOTIVOS

El proyecto fue radicado el 30 de julio de 2025 ante la Secretaria General del La falta de registro de los usuarios finales de las tarjetas SIM y E-SIM es un vacio
SepadolcellalRepiiblicalpara’surtir su trimite en la legislatura 2025 — 2026. que ha sido aprovechado para la comisién de los delitos de extorsion y el secuestro,
Mediante oficio fechado 21 de agosto de 2025, fui designado como ponente de teniendo en cuenta que para la tipificacion de estos y en especial el de la extorsion,
esta iniciativa. entendida como el constrefiimiento que genera el victimario al ciudadano via
i telefénica para obtener un beneficio en provecho de si mismo o de un tercero, en

Sus autores somos el H.S. Ariel Avilay el suscrito. algunas de sus modalidades se hace indispensable el uso de una tarjeta SIM, la
. ANTECEDENTES DE LA INICIATIVA cual en una investigacion seria el EMP o EF que permitiria la identificacion inicial de
la persona y su asociacién con la comisioén de la conducta punible que busca la

Este proyecto fue radicado en la legislatura 2023 — 2024 ante la Senado de la exaccion del dinero; no obstante la ausencia de informacion relacionada con el

Republica y, a pesar de haber logrado su primer debate en Comisién, no fue posible
continuar su tramite debido a la congestion y dindmica legislativa de las dos ultimas
legislaturas.

usuario final de la tarjeta SIM y E-SIM, brinda al victimario un nicho de impunidad al
tener de su parte la favorabilidad de no ser identificado de manera rapida y directa
con el objeto de la investigacién que se adelante, debido a que actualmente se
. OBJETO DEL PROYECTO puede acceder al uso de estas tarjetas SIM, sin la obligacién del registro de la
informacién y datos asociados a la linea, lo que genera que la extorsién se

La iniciativa tiene por objeto establecer un registro de los datos personales y la ms ] e A
recrudezca y sea mas facil la comision del delito.

identificacion biométrica de los usuarios finales de las tarjetas SIM y E-SIM o la
tecnologia que las reemplace con el fin de brindar herramientas a las distintas
autoridades judiciales y policiales para la efectiva administracion de justicia y Al tenor de lo expuesto y tras un minucioso andlisis estratégico del delito de la
como sistema preventivo para la consumacion de conductas delictivas. extorsion en Colombia, en los ltimos 5 afios se logré concluir que mas de 54.104
personas fueron afectadas por este delito, resaltando una tendencia al alza, la cual
pas6 de registrar 7.048 denuncias en el afio 2018 a 13.869 para el afio 2024, lo cual
Para esta iniciativa han de tenerse en cuenta y consultarse las siguientes desencadend un incremento del 97% en la comisién de este delito. Tras la lectura
disposiciones de orden constitucional y legal. de las denuncias de los afios 2023 y 2024 se da un crecimiento de una de las
modalidades de la extorsion conocida como Digital y la cual representa el 37% de

T TTCim acuerdo al modus operandi descrito en las noticias criminales y cuya comision
(v I - Qo » @ 51 !I!“ ) normalmente se realiza desde los Establecimientos de Reclusion del Orden

IV.  MARCO LEGAL
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Nacional (ERON), mediante el uso de tarjetas SIM para lograr el contacto con las
victimas y con ello realizarles las exigencias econémicas, resaltando que para las
vigencias 2024 y 2025 obra constancia y relacién en las noticias criminales o
denuncias de los afectados que fueron usados méas de 23.776 abonados celulares
(Tarjeta SIM) para la comision del delito y su respectiva asociacion, con exigencias
econdmicas establecidas en mas de 97.000 millones de pesos, donde se logré por
parte de los victimarios la recoleccién de aproximadamente 9.000 millones de
pesos.

De otro lado, siendo el uso de las tarjeta SIM y E-SIM el medio facilitador para la
afectacion de la Libertad Individual, se encuentra el delito de secuestro, el cual
registré 1.251 victimas en los Ultimos 5 afios; es de resaltar que el esfuerzo realizado
por el Estado Colombiano para el afio 2000, y subsiguientes, logré reducir cifras de
mas de 3.572 victimas a 160 para el afio 2021, se veria afectado y advierte una
tendencia al incremento en comparativo con lo ocurrido en el afio 2024 donde se
presentaron 313 victimas, sin desconocer que para el afio 2025 se han presentado
218 victimas, se conserva la misma tendencia con 31 victimas. De conservarse el
mismo porcentaje de afectacion, el afio 2025 cerraria aproximadamente con mas
de 372 personas afectadas. Toma aiun mas fuerza la proyecciéon anterior si
comparamos el bimestre del afio 2022 con el afio 2023 donde se refleja un
incremento del 84%; todo lo anterior tiene como génesis y mecanismo propulsor la
ausencia de registro de datos asociados a las tarjetas SIM, debido a que es el
principal medio dinamizador para adelantar las negociaciones y exigencias durante
la comisiéon de los secuestros; Lo cual para la identificacion de los victimarios,
conlleva a soslayar la administracion de justicia con actividades propias de policia
judicial ante jueces control de garantia para poder obtener la informacion, que de
ser viable la presente ley, permitiria acceder de manera inmediata y en tiempo real
para brindar herramientas en la adecuada administracién de justicia para el
esclarecimiento de los casos.

Finalmente, y como quiera que con la expedicion de la Ley se busca regular el
registro de los usuarios finales de tarjetas SIM y E-SIM, como aporte a la funcién
que tiene la administracion de justicia de sancionar conductas constitutivas de delito,
el impacto y la contribucién que generaria esta medida para el esclarecimiento de
otros delitos puede ser mayor, frente al fortalecimiento de procesos investigativos,
con el andlisis de la informacion registrada.

Contexto internacional

El teléfono celular es el medio de comunicacion mas comun en el mundo*?, de hecho,
seguln el informe de 2017 de la Unién Internacional de Telecomunicaciones (UIT),

* Roberts, R. (2021). Inscripcion obligatoria de tarjetas SIM para teléfonos méviles de prepago. Biblioteca del
Congreso Nacional de Chile, Asesoria Técnica Parlamentaria.

la Universidad de de las Naciones Unidas (UNU) y la Asociacion Internacional de
Residuos Solidos (ISWA), en el mundo hay mas teléfonos moéviles que personas,
pues con base en una poblacién mundial de 7.400 millones de personas para 2017
existian 7.700 millones de suscripciones a teléfonos moéviles?. En este panorama
global, en los Ultimos afios, América Latina ha avanzado en el uso masivo de las
tecnologias de la informacién y las comunicaciones, en especial en el uso de
celulares®.

En el marco de las telecomunicaciones a nivel mundial existen dos instancias
encargadas de la estandarizacion y el desarrollo tecnolégico, de un lado
International Telecommunication Union (ITU) que depende de Naciones Unidas y
del otro la Global System for Mobile Communications Association (GSMA). Ahora
bien, La tecnologfa mas difundida en el mundo es la derivada del Global System for
Mobile Communications, la cual consta de un chip (SIM - Subcriber Identity Module),
a falta del cual los dispositivos no podrian llevar a cabo sus funciones telefénicas,
de hecho, la mayoria de aparatos electrénicos asociados a las TIC pueden
incorporar esta tarjeta’.

A pesar de los aspectos positivos que supone el crecimiento tecnolégico, las tarjetas
SIM también han venido siendo usadas a lo largo del mundo para cometer
actividades delictivas, por lo cual el registro e identificacion de los usuarios de estos
chips ha sido una herramienta implementada por diferentes paises para combatir la
inseguridad y facilitar la investigacion de los delitos. En el mundo, alrededor de 160
paises obligan a la inscripcién de las tarjetas SIM (ver Figura 1), estos paises
pueden clasificarse en tres grupos® (ver Figura 2): los que disponen que las
compaiiias telefénicas deben capturar y almacenar la informacién personal (80%);
aquellos donde las empresas validan la informacién con una base de datos
centralizados (13%); y los que establecen que las compafias deben capturar y
compartir la informacién con las autoridades nacionales (7%).

2 Baldé, C.P., Forti V., Gray, V., Kuehr, R., Stegmann, P. (2017). Observatorio Mundial de los Residuos
Electrénicos — 2017. Universidad de las Naciones Unidas (UNU), Uni6n Internacional de Telecomunicaciones
(UIT) y Asociacion Internacional de Residuos Sélidos (ISWA), Bonn/Ginebra/Viena.Disponible en:
https://www.itu.int/en/ITU-D/Climate-Change/Documents/GEM%202017/GEM%202017-S. pdf

3 CEPAL (Comisién Econémica para América Latina y el Caribe). (2008). La sociedad de la informacion en
América latina y el Caribe: desarrollo de las tecnologias y tecnologias para el desarrollo. (LC/L.2860), Santiago
de Chile.

#Roberts (2021). Op. Cit.

5 Roberts (2021). Op. Cit.

Figura 1. Paises con registro de tarjetas SIM.
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Nota: por GSMA (2021)5.

Figura 2. Modelos de registro de datos de tarjetas SIM.
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Nota: por GSMA (2021)7.

La E-SIM también es una tecnologia que va en aumento, la cual consiste en una
aplicacion de lo que se conoce como el internet de las cosas, siendo estas la
evolucién de la SIM Card tradicional, las cuales estan integradas dentro del
dispositivo mévil que la soporta, permitiendo asi la activacion de hasta 10 lineas sin
necesidad de una SIM fisica®, asi las E-SIM pueden conectarse a celulares por
medio de un cédigo QR que contiene la direccién del sistema de aprovisionamiento
remoto de la SIM del operador. Segin datos presentados por Juniper Research,
casa de anélisis especializada en tecnologia digital e investigaciéon de mercado, se

6 GSMA. (2021). Access to Mobile Services and Proof of Identity 2020. P.17 Disponible en: http://bP. 16

7 GMSA. (2021). Access to Mobile Services and Proof of Identity 2021. Revisiting SIM Registration and Know
YourCustomer (KYC) Contexts during COVID-19.

8 Diario la Repuiblica. (4 de febrero de 2023). Esim: la evolucion de la SIM Card tradicional que permite tener
hasta 10 nimeros. Bogota, Colombia, Disponible en: https:/www.| ica.col/internet-economy/esim-|
evolucion-de-| onal-que-p ite-tener-hasta-10-numeros-3537850

prevé que el mercado se verd impulsado por la adopcién de dispositivos de
consumo habilitados para la E-SIM, tales como el iPhone 14, este estudio también
estima que la cantidad de teléfonos inteligentes que aprovechan la conectividad E-
SIM aumentara de 986 millones en 2023 y a 3.500 millones en 2027°. En este
sentido, la presente iniciativa legislativa incluye las E-SIM y las nuevas tecnologias
que puedan reemplazarlas.

A continuacién, se mencionan algunos paises compilados en el andlisis
internacional de Roberts (2021) que cuentan o han contado con un marco normativo
sobre registro de tarjetas SIM.

Reino Unido

En 2005, el pais cre6 un comité de seguridad, donde se evalué la necesidad de
contar con normas que obliguen al registro obligatorio de datos personales para la
adquisicion de lineas moéviles. Como resultado de ello, el Comité concluyé que el
registro de tarjetas SIM en si no impacta en prevencion e investigacion de delitos
por lo que desisti6 de proponer una norma en ese sentido, casos similares
ocurrieron en pafses como Estados Unidos, Canada, Republica Checa, Nueva
Zelanda, Rumania y Filipinas. Sin embargo, las investigaciones que dan cuenta de
ello se enfocaron en el impacto sobre delitos como el terrorismo y no trataron a
fondo conductas como la extorsién, donde dicho registro si puede ser una
herramienta fundamental en el &mbito investigativo judicial.

México

Entre 2009 y 2011 se puso en marcha la Ley Federal de Telecomunicaciones, en la
cual se establece la obligacion de registrar los datos personales de los usuarios de
servicios moviles, la cual fue derogada dos afios después, pues las autoridades
concluyeron que el almacenamiento de esta informacién no era Util para la
investigacion de delitos.

Sin embargo, dicha derogacién analizé el impacto de la media en las conductas
delictivas en general y en varios delitos la informacion sobre tarjetas SIM y E-SIM
no es relevante, pero a diferencia de México en Colombia se evidencia una
afectacion significativa en el marco del delito de la extorsion, demostrando con ello,
que este delito tiene el potencial para lograr los fines propuestos por los victimarios,
el cual es, constrefiir a sus victimas para que accedan al pago de dinero a través de
llamadas extorsivas con el uso de las tarjetas SIM y E-SIM.

? Diario la Republica. (2023).0p. Cit.
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Chile

El proyecto de ley Boletin N° 12042-1519, que “Modifica la Ley No. 18.168, General
de Telecomunicaciones, en materia de individualizacién y registro de datos de los
usuarios de servicios de telefonia en la modalidad de prepago”, buscé implementar
la obligatoriedad de registro, pero no logré ese cometido. Asimismo, se encuentra
la Ley General de Telecomunicaciones, pero esta no es explicita en establecer que
las compafiias que operan telefonia mévil deban solicitar la inscripcién obligatoria,
y por tanto tampoco existe una politica sobre el almacenamiento y tratamiento de
datos personales asociada. Sin embargo, cabe mencionar que el Reglamento de
Servicios de Telecomunicaciones vigente en Chile considera, en su articulo 7°, la
definicion de wusuario de prepago como “suscriptor’ de servicios de
telecomunicaciones, lo cual solo genera un aporte conceptual al respecto.

Australia

Desde 2017 existe la obligacion de registrar la tarjeta SIM prepago (entre 2000 y
2013 también fue obligatorio, pero entre 2013 y 2017 la obligacion fue revocada).
En 2017, se reactivd la obligacién de registro a cargo de la Australian
Communications and Media Authority (ACMA) y que exige a las compaiiias
comprobar la identidad de quien compre o active una tarjeta SIM prepago.

En este sentido, la empresa debe registrar los datos de quien compra la tarjeta como
de quien la activa. Para comprobar la identidad, la norma australiana establece que
podran solicitarse distintos tipos de documentos (tipo A y tipo B), dependiendo de la
cantidad de teléfonos en prepago que tenga el usuario:

e Tener 5o menos de 5 SIM activas: comprando con tarjeta de crédito o débito,
no se requieren documentos de comprobacién de identidad, pero si se
compra en efectivo es necesario presentar un documento de categoria A o
dos documentos de categoria B.

e Tener mas de 5 SIM activas: debe presentar dos documentos de categoria A
o un documento categoria A mas dos documentos distintos de categoria B.

Alemania

Segun lo expuesto por Roberts (2021), el registro de SIM prepago en este pais es
obligatorio, bajo una modalidad denominada Capture and Store, donde las
empresas almacenan y custodian la informacién. La Ley de Telecomunicaciones de
2004 Telekommunikationsgesetz (TKG), en su articulo 111, establece que toda
persona que preste servicios de telecomunicaciones, asigne nimeros de teléfono o
conexiones de para nimeros de teléfono asignados por otras partes debe recoger,

antes de la activacion, el nimero de teléfono, el nombre y domicilio del titular del
numero asignado, la fecha de vigencia del contrato, y la fecha de nacimiento en el
caso de las personas naturales. El registro y almacenamiento de estos datos es
gratuito y los datos deben ser eliminados de los registros después de un afio
calendario del término del servicio.

Espafia

El registro obligatorio de tarjetas SIM prepago de celulares esta vigente desde 2007
con el objetivo de aumentar las capacidades antiterroristas del Estado. De hecho,
las compafiias ya solicitaban informacién a los clientes antes de que se
reglamentara el registro obligatorio, y la ley contribuyé a regular el tiempo y
mecanismos de entrega de datos a las autoridades y su calidad. La Ley No. 25 del
18 de octubre de 2007 sobre la conservacion de datos relativos a las
comunicaciones electrénicas y a las redes publicas de comunicaciones, establece
que los operadores deben llevar el registro de los clientes. Tener datos incompletos
0 no entregar la informacién a las autoridades competentes bajo orden judicial
dentro de 72 horas constituyen infracciones graves o muy graves para las empresas
operadoras. Igualmente, en su articulo 1, la ley establece que cualquier agente
facultado para solicitar informacion debe requerirse a través de la correspondiente
autorizacion judicial.

Sudafrica

La Ley de Intercepcién de Comunicaciones y de Entrega de Informacion relativa a
las Comunicaciones del afio 2002 (Regulation of Interception of Communications
and Provision of Communication-related Information Act of 2002) dispone, en el
articulo 40, que es deber de los proveedores de servicios de telecomunicaciones y
de los clientes que vendan o entreguen un teléfono movil o tarjeta SIM, obtener, de
quien lo recibe, informacién como: nombre completo, nimero de identidad, domicilio
personal, comercial o postal y una fotocopia certificada de un documento de
identidad con fotografia del usuario. En la misma norma, en el articulo 55, se
expresa que las personas que no declaren la pérdida, robo o destruccién de un
teléfono celular dentro de siete dias pueden ser sancionados.

Pera

En este pais es obligatorio el registro de aparatos telefénicos méviles desde 2006,
con el objeto de limitar el comercio de teléfonos celulares robados. Para ello se cre6é
el Registro Nacional de Terminales de Telefonia Celular, el cual es centralizado y
administrado por el regulador de telecomunicaciones de Per( Osiptel. Roberts
(2021), menciona que dicho registro funciona como una “lista negra” del IMEI de los

aparatos telefénicos celulares: si el equipo es robado y denunciado como tal la
compaiiia prestadora del servicio de telecomunicaciones bloqueaba la linea.

En 2014, se modifico el reglamento para agregar que las compafiias deben
incorporar sistemas biométricos para el registro de nuevos usuarios (huella digital)
y se prohibe que las empresas de telefonia celular vendan o activen tarjetas de
prepago sin registro del comprador o usuario. Ademas, la disposicion se modificd
nuevamente en 2015, prohibiendo, entre otros, que las compafiias activen celulares
que hayan sido reportados como robados, hurtados o perdidos, y permitiendo que
la Policia pueda solicitar al organismo encargado la informacién de la linea
telefonica pero no a los datos del abonado.

Finalmente, y luego de una serie de modificaciones del sistema de registro tanto de
SIM como de IMEI, en 2017 se cred el Registro Nacional de Equipos Terminales
Méviles para la Seguridad (RENTESEG), por medio del Decreto Legislativo 133858,
el cual reline y armoniza la legislacién sobre la materia y establece la obligatoriedad
de registrar al usuario del equipo y de la tarjeta SIM. En enero de 2020 se aprobaron
las normas para la implementaciéon del RENTESEG, con lo cual el Organismo
Supervisor de Inversion Privada en Telecomunicaciones (OSIPTEL) comenzé su
implementacion.

Dicho esto, entre las experiencias negativas que se observan en el marco del
registro de tarjetas SIM estan: una gran cantidad de usuarios tuvieron descontento
al perder sus servicios al no registrar la SIM; se pueden presentar disminuciones en
el acceso a telefonia celular al limitar los puntos de venta de tarjetas SIM; posible
surgimiento de mercados ilegales de tarjetas SIM; y aumento de las preocupaciones
de los usuarios sobre su privacidad. Sin embargo, estos factores son superados por
las situaciones positivas que se han dado en la practica, entre ellas: mayor acceso
a servicios de gobierno electrénico; portabilidad del nimero telefénico; mayores
oportunidades para el comercio mévil y aumento de la seguridad para sus usuarios,
y mayor seguridad en materia de acceso a servicios bancarios?®.

Aunque de 2019 a 2020 aumentaron de 155 a 157 los paises donde es obligatorio
el registro de tarjetas SIM de prepago, no se ha encontrado evidencia de que el
registro disminuya la criminalidad asociada'l, en parte porque solo el 7% de los
paises ponen a disposicion inmediata de las autoridades la informacion. Sin
embargo. si es un hecho que el registro e identificacion de tarjetas SIM es una
herramienta que aporta a la justicia en el marco de la investigacién en procesos
judiciales.

10 Roberts (2021). Op. Cit.
! Roberts (2021). Op. Cit.

Ante esta realidad, el presente proyecto de ley surge como una forma de fortalecer
la administracién de justicia, en el marco de procesos judiciales penales
relacionados al uso de tarjetas SIM y E-SIM, para la comisién de delitos.

Marco juridico

De acuerdo a lo establecido en el articulo 250 superior, corresponde a la Fiscalia
General de la Nacion, de oficio o mediante denuncia o querella, investigar los delitos
y acusar a los presuntos infractores ante los juzgados y tribunales competentes. La
norma Ibidem, en los articulos 334 y 365 de la Constitucion Politica, establece que
el Estado intervendra por mandato de la ley, entre otros, en los servicios publicos y
privados, con el fin de conseguir el mejoramiento de la calidad de vida de los
habitantes, la distribucién equitativa de las oportunidades y los beneficios del
desarrollo.

Por otra parte, la Ley 142 de 1994: “Por la cual se establece el régimen de los
servicios publicos domiciliarios y se dictan otras disposiciones”, modificada
parcialmente por la Ley 632 de 2000, refiere la intervenciéon del Estado en los
servicios publicos, mientras que la Ley 906 articulo 117, establece que los
organismos que cumplan funciones de policia judicial actuaran bajo la direccion y
coordinacién de la Fiscalia General de la Nacion, para lo cual deberan acatar las
instrucciones impartidas por el Fiscal General, el Vicefiscal, los fiscales en cada
caso concreto, a los efectos de la investigacion y el juzgamiento.

Igualmente, la Ley 2272 de 2022 "por medio de la cual se modifica adiciona y
prorroga la ley 418 de 1997, prorrogada, modificada y adicionada por las Leyes 548
de 1999, 782 de 2002, 1106 de 2006, 1421 de 2010, 1738 de 2014 y 1941 de 2018,
se define la politica de paz de Estado, se crea el servicio social para la paz, y se
dictan otras disposiciones." Se determina que los concesionarios y licenciatarios
que presten los servicios de comunicaciones contemplados en la ley suministraran
a la Policia Judicial, los datos de suscriptores y equipos en medio magnético o en
la forma que se determine, conforme a la reglamentacion establecida. Ademas, de
conformidad con lo establecido en la Ley 1341 de 2009 “por la cual se definen
principios y conceptos sobre la sociedad de la informacién y la organizacién de las
Tecnologias de la Informacién y las Comunicaciones —TIC—, se crea la Agencia
Nacional de Espectro y se dictan otras disposiciones.”, constituye un avance
significativo en materia de adaptaciéon normativa del sector TIC a las necesidades
cambiantes que requieren de la confluencia de diferentes agentes del sector para
proveer a los usuarios todas las modalidades de servicios, contenidos y/o
aplicaciones disponibles con ocasion del régimen de habilitacién general contenido
en dicha ley.
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Asi mismo, la Ley 1266 de 2008 “Por la cual se dictan las disposiciones generales
del habeas data y se regula el manejo de la informacién contenida en bases de
datos personales, en especial la financiera, crediticia, comercial, de servicios y la
proveniente de terceros paises y se dictan otras disposiciones’, garantiza la
proteccion de los datos suministrados para el manejo de la informacién, por lo cual
es fundamental incluir esta proteccion en el presente proyecto de ley.

Ahora bien, de acuerdo con los principios que deben orientar la reglamentacion de
servicios contenidos en las Leyes 72 de 1989, 37 de 1993, 555 de 2000, el Decreto-
ley 1900 de 1990 y teniendo en cuenta los desarrollos tecnoldgicos en materia de
telecomunicaciones, la variedad de servicios demandados por los usuarios, la
introduccién de nuevos servicios, la interaccion de redes especializadas, la
tendencia a la convergencia, la multiplicidad de operadores en el plano local y
nacional y los compromisos suscritos por el Estado en el marco de las distintas
organizaciones internacionales del sector de las telecomunicaciones y el comercio
de bienes y servicios, se hace necesario adoptar los Planes Técnicos Basicos
conforme a estas directrices.

En este ambito, la Ley de Protecciéon de Datos Personales o Ley 1581 de 2012,
reconoce y protege el derecho que tienen todas las personas a conocer, actualizar
y rectificar las informaciones que se hayan recogido sobre ellas en bases de datos
o archivos que sean susceptibles de tratamiento por entidades de naturaleza publica
o privada. Ademas, la ley 2157 de 2021, modifica y adiciona la Ley Estatutaria 1266
de 2008, dictando disposiciones generales del Habeas Data con relacién a la
informacion financiera, crediticia, comercial, de servicios y la proveniente de
terceros paises y se dictan otras disposiciones.

Por su parte, la Ley 1712 de 2014, ley de transparencia, tiene como objeto, regular
el derecho de acceso a la informacién publica, los procedimientos para el ejercicio
y garantia del derecho y las excepciones a la publicidad de informacién. Igualmente,
de acuerdo con lo dispuesto en el Decreto 1130 de 1999, la Comisién de Regulaciéon
de Telecomunicaciones esta facultada para administrar y presentar proyectos al
Gobierno Nacional sobre los Planes Técnicos Basicos y las normas técnicas.
También se halla el Decreto 1078 de 2015 “por medio del cual se expide el Decreto
Unico Reglamentario del Sector de Tecnologias de la Informacién y las
Comunicaciones”, compila y racionaliza las normas de caracter reglamentario en
materia de comunicaciones.

Por Ultimo, en la materia se encuentra la Resolucién CRC 5050 de 2016: “Por la
cual se compilan las Resoluciones de Caracter General vigentes expedidas por la
Comision de Regulacion de Comunicaciones”, y las demas regulaciones que la
complementen o sustituyan, la cual se incluye en las disposiciones de la presente
iniciativa legislativa.

En Conclusion, a pesar del robusto marco normativo existente en Colombia frente
a la regulacion de la telecomunicaciones, hay una evidente problematica
relacionada a la falta de registro de los usuarios finales de las tarjetas SIM y E-SIM
que ha sido aprovechado por la delincuencia para cometer conductas punibles, en
especial frente a delitos como la extorsion y el secuestro, donde la ausencia de
informacion sobre el usuario final de la tarjeta SIM y E-SIM propicia la impunidad
del victimario al no poder ser identificado. El uso de celulares en el mundo ha
aumentado exponencialmente con el pasar de los afios y la mayoria de paises no
cuenta con un marco normativo que brinde informacion precisa y oportuna sobre el
usuario de la tarjeta SIM o E-SIM a las autoridades. Sin embargo, la mayoria de
paises que poseen registros relacionados a tarjetas SIM y E-SIM ponen la
responsabilidad de la recoleccién y conservacion de los datos en cabeza de las
empresas prestadoras de los servicios de telecomunicaciones. Esta realidad
nacional e internacional evidencia la necesidad de aprobar el presente proyecto de
ley para permitir el registro e identificacion de los usuarios finales de las tarjetas SIM
y E-SIM, brindando mayores herramientas a las autoridades durante el proceso de
investigacion y judicializacion.

A. IMPACTO FISCAL

El articulo 7 de la Ley 819 de 2.003 establece que ‘el impacto fiscal de cualquier
proyecto de ley, ordenanza o acuerdo, que ordene gasto o que otorgue beneficios
tributarios, debera hacerse explicito y deber& ser compatible con el Marco Fiscal
de Mediano Plazo.”

Es importante resaltar que, la Honorable Corte Constitucional, mediante sentencia
C-502 de 2007, considerd lo siguiente con respecto a la aplicacién del articulo 7
de la Ley 819 de 2.003:

“Por todo lo anterior, la Corte considera que los primeros tres incisos del
art. 7° de la Ley 819 de 2003 deben entenderse como parametros de
racionalidad de la actividad legislativa, y como una carga que le incumbe
inicialmente al Ministerio de Hacienda, una vez que el Congreso ha
valorado, con la informacién y las herramientas que tiene a su alcance, las
incidencias fiscales de un determinado proyecto de ley. Esto significa que
ellos constituyen instrumentos para mejorar la labor legislativa.

Es decir, el mencionado articulo debe interpretarse en el sentido de que su
fin es obtener que las leyes que se dicten tengan en cuenta las realidades
macroecondmicas, pero sin crear barreras insalvables en el ejercicio de la
funcién legislativa ni crear un poder de veto legislativo en cabeza del
Ministro de Hacienda.

Y en ese proceso de racionalidad legislativa la carga principal reposa en el
Ministerio de Hacienda, que es el que cuenta con los datos, los equipos de
funcionarios y la experticia en materia econémica. Por lo tanto, en el caso
de que los congresistas tramiten un proyecto incorporando estimativos
erréneos sobre el impacto fiscal, sobre la manera de atender esos nuevos
gastos o sobre la compatibilidad del proyecto con el Marco Fiscal de
Mediano Plazo, le_corresponde al Ministro de Hacienda intervenir en el
proceso legislativo para ilustrar al Congreso acerca de las consecuencias
econdémicas del proyecto. Y el Congreso habrd de recibir y valorar el
concepto emitido por el Ministerio. No obstante, la carga de demostrar y
convencer _a los congresistas acerca de la incompatibilidad de cierto

proyecto con el Marco Fiscal de Mediano Plazo recae sobre el Ministro de
Hacienda.

Por otra parte, es preciso reiterar que, si el Ministerio de Hacienda no
participa en el curso del proyecto durante su formacién en el Congreso de
la Republica, mal puede ello significar que el proceso legislativo se
encuentra viciado por no haber tenido en cuenta las condiciones
establecidas en el art. 7° de la Ley 819 de 2003. Puesto que la carga
principal en la presentacién de las consecuencias fiscales de los proyectos
reside en el Ministerio de Hacienda, la omisién del Ministerio en informar a
los congresistas acerca de los problemas que presenta el proyecto no
afecta la validez del proceso legislativo ni vicia la ley correspondiente.”

Asi las cosas, la interpretacion constitucional conlleva a que la carga la asuma el
Ministerio de Hacienda y Crédito Publico con respecto a las iniciativas que pueden
implicar gasto publico y afectar el marco fiscal.

CONCLUSION

Teniendo en cuenta las consideraciones expuestas, esta iniciativa resulta necesaria
para fortalecer las medidas de prevencion, deteccién y seguimiento de actividades
delictivas y asi garantizar la efectividad de la administracion de justicia.

VI.  IMPEDIMENTOS

Como ponente considero que dificilmente puede generarse un conflicto de interés
en la participacion legislativa de este proyecto por cuanto sus disposiciones son
de caracter general y no estan dirigidas a beneficiar, alterar, afectar, favorecer o
perjudicar situaciones particulares y concretas.

Todo impedimento que se presente en el curso del tramite legislativo debera tener
la virtualidad de poner en evidencia la alteracién o beneficio a favor o en contra
del congresista o de sus parientes dentro de los grados previstos por la norma, de
manera particular, actual y directa

VIl.  PROPOSICION

Con base en las anteriores consideraciones, de manera atenta me permito
presentar ponencia positiva sin modificaciones, solicitindole a la Honorable
Comisién Sexta Constitucional Permanente del Senado de la Republica, dar
primer debate y aprobar el Proyecto de Ley No. 074 de 2025 Senado “POR LA
CUAL SE CREA EL REGISTRO E IDENTIFICACION DE USUARIOS FINALES
DE TARJETAS SIM Y E-SIM O LA TECNOLOGIA QUE LAS REEMPLACE Y SE
DICTAN OTRAS DISPOSICIONES”.

Atentamente,

GUSTAVO ADOLFO MORENO HURTADO
Senador de la Republica
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TEXTO PROPUESTO PARA PRIMER DEBATE EN SENADO
PROYECTO DE LEY N° 074 DE 2025 SENADO

“POR LA CUAL SE CREA EL REGISTRO E IDENTIFICACION DE USUARIOS
FINALES DE TARJETAS SIM Y E-SIM O LA TECNOLOGIA QUE LAS
REEMPLACE Y SE DICTAN OTRAS DISPOSICIONES”

EL CONGRESO DE COLOMBIA

DECRETA:

ARTICULO 1°. Objeto. La presente ley tiene por objeto crear el registro de los datos
personales y la identificacion biométrica de los usuarios finales de las tarjetas SIM
y E-SIM, o la tecnologia que las reemplace, con el fin de brindar herramientas para
la efectiva administracién de justicia.

ARTICULO 2°. Definiciones. Para efectos de la presente ley, se tendran las
siguientes definiciones:

Abonado celular: nimero de linea mévil asignada por el proveedor de servicios de
comunicaciones al usuario final.

Concesionario: la persona juridica, plblica, mixta o privada, habilitada para
proveer el servicio de telecomunicaciones a terceros y responsable por dicha
prestacion.

Dato personal: ser& entendido en los términos de la Resolucion No. 3066 de 2011
de la Comisién de Regulacion de Comunicaciones, como cualquier informacion
vinculada a una o varias personas naturales determinadas o determinables, o que
puedan asociarse con un usuario de servicios de comunicaciones, y que permita su
individualizacion.

Entorno digital: ambiente, tanto fisico como virtual, sobre el cual se soporta la
economia digital, siendo esta Ultima la economia basada en tecnologias, cuyo
desarrollo y despliegue se produce en un ecosistema caracterizado por la creciente
y acelerada convergencia entre diversas tecnologias que se concreta en redes de
comunicacion, equipos de hardware, servicios de procesamiento y tecnologias web.

E-SIM: tarjeta SIM electrénica estandar con la que se puede activar un plan de datos
celulares que proporciona el operador sin necesidad de usar una tarjeta SIM fisica.

Licenciatario: persona natural o juridica que obtiene una licencia para hacer uso
de un derecho de propiedad intelectual (marca, patente, programa informatico,
derechos de autor, etc.).

Migracion tecnolégica o cambio de tecnologia: consiste en realizar algunas
adecuaciones técnicas en sus servicios, cambiando el cableado principal para
instalar una infraestructura con mejor calidad.

Portabilidad numérica: entendida como posibilidad del usuario de conservar su
numero telefonico sin deterioro de la calidad y confiabilidad, en el evento de cambio
de proveedor, en el marco de la Resolucién No. 3066 de 2011 de la Comisién de
Regulacién de Comunicaciones.

Proceso de portacion: entendido como el conjunto de procedimientos que se
adelantan con el fin de cambiar de proveedor, conservando el nimero de teléfono,
cuando el usuario asi lo haya solicitado, segln se establece en la Resolucion No.
3066 de 2011 de la Comision de Regulaciéon de Comunicaciones.

Sistema biométrico: tecnologia que usa alguna caracteristica biofisica de una
persona para ser identificada, por ejemplo, huella dactilar o registro facial.

Tarjeta SIM: es el acrénimo en inglés de Subscriber Identify Module (Médulo de
identificacién del abonado) y se entenderd, en los términos de la Resolucién No.
5050 de 2016 de la Comisién de Regulacion de Comunicaciones, como circuito
integrado, usado principalmente en dispositivos mdviles que operan en redes GSM
y que almacena el IMSI y la clave asociada para identificar y autenticar suscriptores
en dispositivos de telefonia moévil, por lo cual corresponde a un elemento de
identificacion del suscriptor asociado a una determinada red.

Usuario final: persona natural o juridica a quien un proveedor de servicios de
comunicaciones le asigna una linea o es suscriptor del servicio mévil. (Resolucién
5050).

ARTICULO 3°. Ambito de aplicacién. La presente ley aplica a los concesionarios,
licenciatarios, usuarios finales de tarjetas SIM y E-SIM, o las tecnologias que las
reemplacen, en el territorio nacional y en general a las entidades, personas
naturales o juridicas relacionadas con el cumplimiento de las disposiciones aqui
consignadas.

ARTICULO 4°. Registro de tarjetas SIM y E-SIM. Las personas naturales o
juridicas que comercialicen tarjetas SIM y E-SIM o la tecnologia que las reemplace,
estan en la obligacién de realizar el registro inmediato de la informacion de la
persona que las adquiera, entendiendo esta, como la consignacién de datos
personales e identificacion biométrica, tales como:

1. Nombre y apellidos completos del usuario.

2. Tipo de documento de identificacion (Cédula de ciudadania, Cédula de
extranjeria, Namero Unico de Identificacién Personal, Pasaporte, Tarjeta de
Identidad o NIT).

3. Numero de identificacion.

4. Numero de linea movil o abonado celular.

5. Numero de identificacién de la tarjeta SIM y E-SIM o la tecnologia que las
reemplace.

6. Numero de IMEI asociado a la linea mévil activada.

7. Tipo de plan o contrato (Postpago o Prepago).

8. Direccion de residencia.

9. Registro biométrico de huella digital u otros.

Los concesionarios y licenciatarios deberan asegurar el cumplimiento de la totalidad
de los requisitos exigidos para el registro y garantizar la no alteraciéon de la
identificacion de las tarjetas SIM, E-SIM o la tecnologia que las reemplace.

En todo caso, los concesionarios y licenciatarios seran los responsables de llevar el
registro y deberan garantizar que la informacion de los abonados celulares o lineas
correspondientes a las tarjetas SIM y E-SIM o la tecnologia que las reemplace, que
cuenten con previa activacion a la expedicion de la presente ley, se encuentre
registrada de acuerdo con lo establecido en la presente ley, en un plazo maximo de
(6) seis meses.

ARTICULO 5°. Prohibicién de comercializacién o activacién sin registro. Se
prohibe la comercializacion y activacion de tarjetas SIM, E-SIM o la tecnologia que
las reemplace sin el respectivo registro, so pena de desactivacion de la tarjeta SIM
y E-SIM o la tecnologia que las reemplace.

ARTICULO 6°. Cambio de usuario final. En caso de cambio del usuario final de la
tarjeta SIM, E-SIM o la tecnologia que las reemplace, los concesionarios
mantendran el historial de datos a que se refiere el articulo 4 de la presente Ley.

PARAGRAFO. En caso de pérdida o hurto de la tarjeta SIM, el usuario final debera
realizar la respectiva denuncia e informar a los concesionarios para la respectiva
desactivacion o cancelacion inmediata de la tarjeta SIM.

ARTICULO 7°. Portacién numérica. Los usuarios finales podran solicitar a los
concesionarios la portacion de su nimero; los usuarios que asi lo hagan tendran la
obligacién de diligenciar la solicitud de portacién actualizando en todo caso el
historial de datos a que se refiere el articulo 4 de la presente Ley.

ARTICULO 8°. Prevencién de fraudes. En el marco del Decreto 1078 de 2015 y la
Resolucién 5050 de 2016 de la Comisién de Regulacion de Comunicaciones, o de
las normas que los adicionen, modifiquen, subroguen o sustituyan, los
concesionarios deberan hacer uso de las herramientas tecnolégicas apropiadas
para prevenir la comisién de fraudes a través de tarjeta SIM y E-SIM o la tecnologia
que las reemplace.

PARAGRAFO. En el evento que el usuario final o el concesionario tenga
conocimiento de alguna situacién que pueda configurar una conducta delictiva a
través de tarjeta SIM y E-SIM, o |la tecnologia que las reemplace, deberé ponerlo en
conocimiento de las autoridades competentes de forma inmediata y por los medios
legalmente establecidos.

ARTICULO 9°. Responsabilidades. La Fiscalia General de la Nacién informaré al
Ministerio de Tecnologias de la Informacién y las Comunicaciones el incumplimiento
por parte de los concesionarios y licenciatarios a la presente ley, para garantizar la
imposicion de las sanciones a que haya lugar. El Ministerio de Tecnologias de la
Informacién y las Comunicaciones informara a la Fiscalia General de la Nacion los
resultados de las actuaciones.

PARAGRAFO: La Agencia Nacional del Espectro brindara el soporte técnico que
se requiera para dar cumplimiento a las disposiciones contenidas en la presente
Ley.

ARTICULO 10°. Incumplimiento. El incumplimiento a lo establecido en la presente
ley se considerara una violacién a las disposiciones legales en materia de
telecomunicaciones y acarreara las sanciones contempladas por la Ley 1341 de
2009. Esto sin perjuicio de las sanciones de orden penal en el marco de la protecciéon
de la informacién y datos que hubiere lugar conforme a las normas legales y
reglamentarias vigentes.

ARTICULO 11°. Seguridad de la informacién. Todos los involucrados en la
presente ley estan obligados a garantizar la seguridad de la informacién y el derecho
de habeas data que tiene toda persona. Cuando se requiera acceder a los datos de
que trata el articulo 4° de la presente ley, para la efectiva administracién de justicia,
debera mediar orden judicial.

PARAGRAFO 1. Los concesionarios y licenciatarios que presten los servicios de
telecomunicaciones capacitaran a la policia judicial en el uso adecuado de la
herramienta que dispongan para realizar la consulta de los datos del usuario final
de tarjeta SIM y E-SIM o la tecnologia que las reemplace, de acuerdo con la
tecnologia que en cada caso se asemeje. Para lo anterior, los concesionarios y
licenciatarios suministraran los usuarios con sus correspondientes claves de acceso
a la aplicacién de consulta.

PARAGRAFO 2. La consulta a la que hace referencia este articulo debe permitir a
la policia judicial realizar la busqueda de la informacién necesaria para la adecuada
administracion de justicia, teniendo como minimo los siguientes campos: nombre y
apellidos, nimero de identificacién, nimero de linea mdvil, identificacién biométrica
y nimero de identificacién de la tarjeta SIM y E-SIM o la tecnologia que las
reemplace. Los concesionarios y licenciatarios garantizaran que la informacién se
encuentre disponible de manera actualizada.
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ARTICULO 12°. Nuevas Tecnologias. Ante el surgimiento de nuevas tecnologias
los concesionarios deberan tener en cuenta la extraccion y preservacion de los
datos de que trata el articulo 4° de la presente Ley.

ARTICULO 13°. Costos de Infraestructura. Los costos de infraestructura de
software y hardware asociados a la implementacion de lo dispuesto en la presente
ley, al igual que su mantenimiento, estaran a cargo del concesionario, licenciatarios
y de la policia judicial de acuerdo a su competencia.

ARTICULO 14°. Regulacién. La Comisién de Regulacién de Comunicaciones en
los seis (6) meses siguientes a la sancién de la presente ley realizara el
acompafiamiento necesario para que junto a los concesionarios y licenciatarios se
adelanten las mesas de trabajo que permitan acordar y garantizar el tipo de
conexion, parametros, forma de registro y entrega o suministro de la informacién a
la policia judicial para los casos en que sea requerida mediante orden judicial.

ARTICULO 15°. Vigenciay derogaciones. La presente ley rige a partir de la fecha
de su publicacion y deroga todas las disposiciones que le sean contrarias.

127 DE 2025 SENADO

por medio de la cual se fortalecen los mecanismos de proteccion frente a comunicaciones no deseadas con
fines publicitarios, promocionales o comerciales, y se dictan otras disposiciones.

Bogota D.C, 01 de septiembre de 2025

Senador:
ALEX XAVIER FLOREZ HERNANDEZ
Presidente Comision Sexta Constitucional Senado

Senadora:
SANDRA RAMIREZ LOBO
Vicepresidenta Comision Sexta Constitucional Senado

Secretario:
JORGE ELIECER LAVERDE VARGAS
Comision Sexta Constitucional Senado

Referencia: Informe de ponencia para primer debate al Proyecto de Ley No. 127 de 2025 Senado “Por
medio de la cual se fortalecen los mecanismos de proteccion frente a comunicaciones no deseadas
con fines publicitarios, promocionales o comerciales, y se dictan otras disposiciones”

Respetados Sefiores,

En cumplimiento de la designacion como Senador Ponente de la iniciativa en referencia, en los
términos legales que para dicho fin ha dispuesto en reglamento interno del Congreso, me permito
rendir informe de ponencia positiva para primer debate ante la Comision Sexta Constitucional
Permanente del Senado de la Republica, conforme con lo establecido en el articulo 153 de la Ley 5ta
de 1992, en los siguientes términos:

I Tramite del Proyecto de Ley.
1. Antecedentes del proyecto de ley.
1. Objeto y sintesis del proyecto de ley.

V. Consideraciones.

V. Competencia del congreso.
VI. Impacto fiscal.

VIl Conflicto de interés.

) mbeniome [ v . o @l wow BT

VIIIL Proposicion.
IX. Texto propuesto para primer debate.

Cordialmente,

= ] !
d_ g dl
ROBERT DAZA GUEVARA
Senador de la Republica
Pacto Historico




GACETA DEL CONGRESO 1592

Lunes, 1° de septiembre de 2025

Pégina7

I. Tramite del Proyecto de Ley.

El presente proyecto de ley es de autoria del Honorable Senador Robert Daza Guevara, y coautoria
de los honorables senadores Catalina del Socorro Pérez Pérez, Carlos Alberto Benavides, Jael
Quiroga, Omar de JesUs Restrepo, Gloria Inés Flérez Schneider, Sandra Ramirez Lobo, y de los
honorables representantes Eduard Sarmiento, Leider Alexandra Vasquez Ochoa, Andrés
Cancimance, Ermes Evelio Pete, Alirio Uribe Mufioz, Erick Velasco, Jorge Hernan Bastidas; la
iniciativa fue radicada ante la Secretaria General del Senado de la Republica el dia 05 de agosto de
2025 como el proyecto de ley No. 127 de 2025 Senado.

Posteriormente, con ocasion a la tematica abordada por la presente iniciativa fue remitido a esta célula
legislativa, y la mesa directiva de la Comision Sexta del Senado de la Republica me designé como
senador ponente, mediante comunicado de fecha 21 de agosto de 2025. Con base en lo anterior,
presento ponencia positiva sin modificaciones a la iniciativa respectiva, para dar tramite
correspondiente ante la Comisién anteriormente citada.

I. Antecedentes del proyecto de ley.
a. Marco Normativo Nacional
A. Constitucion Politica.

- Articulo 15. El presente articulo consagra el derecho fundamental a la intimidad y a la proteccion
de los datos personales. En ese sentido, el envio masivo e indiscriminado de llamadas, mensajes
y otras comunicaciones con fines comerciales, sin el consentimiento previo del titular, constituye
una vulneracion directa a este derecho. Por ello, resulta conveniente y urgente fortalecer los
mecanismos normativos que garanticen el respeto por la informacion personal de los ciudadanos,
especialmente frente a practicas abusivas o invasivas por parte de agentes econémicos que, al
operar dentro o fuera del pais, aprovechan vacios regulatorios para contactar a los usuarios sin
autorizacion.

- Articulo 20. Garantiza la libertad de expresion y el derecho a recibir informacion veraz. Sin
embargo, esta no puede usarse para justificar comunicaciones comerciales no solicitadas que
resultan intrusivas o engafiosas. Por ello, esta ley busca equilibrar la libertad de informar con el
derecho de los ciudadanos a no ser perturbados sin su consentimiento.

- Articulo 78. Establece el deber del Estado de proteger a los consumidores frente a la publicidad
engafosa y garantizar la calidad en la informacion que reciben. En este sentido, esta ley fortalece
la proteccion frente a comunicaciones comerciales no deseadas, promoviendo practicas mas
transparentes y respetuosas con los derechos del consumidor.

- Articulo 333. Reconoce la libertad econémica, pero sefiala que debe ejercerse dentro del marco
del bien comUn y con responsabilidad social. Esta ley busca precisamente regular el ejercicio de
esa libertad, evitando que las practicas comerciales vulneren derechos como la intimidad y la
proteccion de datos de los ciudadanos.

B. Marco jurisprudencial.

La Corte Constitucional colombiana ha desarrollado una linea jurisprudencial sélida en torno a la
proteccion del derecho a la intimidad, el habeas data y la autodeterminacion informética,
especialmente frente al tratamiento de datos personales en contextos de masificacion tecnolégica y
comunicaciones no solicitadas. A continuacion, se exponen los principales criterios fijados por la Corte
que sustentan esta iniciativa legislativa.

Sentencia C-094 de 2020

En esta decision, la Corte definio el derecho a la intimidad como aquel que garantiza a toda persona
una esfera de vida privada, exenta de injerencias arbitrarias. Segun la Corte, la intimidad comprende
“el espacio exclusivo de cada uno (...) aquella orbita reservada para cada persona y de la que toda
persona debe gozar”. Este derecho, ademas, tiene una dimension negativa, que prohibe la intromision
no autorizada en la vida privada y la divulgacion ilegitima de hechos o documentos personales; y una
dimension positiva, que protege la autonomia del individuo para tomar decisiones sobre los asuntos
que afectan su privacidad.

La Corte también advirtio que este derecho impone obligaciones concretas a las autoridades, como la
adopcion de medidas normativas, judiciales y administrativas para garantizar su respeto. En esta linea,
el uso masivo de datos personales para llamadas y mensajes no solicitados sin consentimiento previo
vulnera de forma directa esta garantia constitucional.

Sentencia T-280 de 2022

Esta decision amplié el alcance del derecho a la intimidad al reconocer una dimension relacional, que
se concreta en la posibilidad de construir y proyectar una identidad personal en el marco de las
relaciones sociales. Segun la Corte, esto implica que la intimidad no solo protege lo reservado o
solitario, sino también el derecho de cada persona a decidir como quiere ser percibida en lo publico,
sin interferencias indebidas o manipulaciones comerciales.

En este contexto, la Corte identifico cinco principios esenciales que sustentan el derecho a la intimidad

y su relacion con el habeas data:

1. Libertad, que exige consentimiento libre, previo, expreso o tacito para el tratamiento de datos
personales;
Finalidad, que requiere que el uso de los datos persiga un fin legitimo y especifico;
Necesidad, que impone que solo se recojan los datos estrictamente necesarios;
Veracidad, que obliga a que la informacion corresponda a hechos reales y actuales;
Integridad, que exige que los datos se presenten de forma completa y no fragmentada.

SN

Estos principios son directamente aplicables a los casos de comunicaciones comerciales no
solicitadas, donde con frecuencia se vulnera la libertad y la finalidad legitima del tratamiento de datos.

Sentencia SU-139 de 2021

En esta sentencia de unificacion, la Corte reafirmé que el habeas data es un derecho fundamental
auténomo, entendido como la facultad de los titulares de datos personales para ejercer un control
efectivo sobre su informacion. La Corte advirtié que, en la sociedad contemporanea, marcada por el
desarrollo tecnolégico y el volumen masivo de datos, quienes recopilan y administran informacion
personal ejercen un “poder informéatico” que debe ser limitado en beneficio de la ciudadania.

De esta aproximacion se desprenden tres dimensiones normativas esenciales del habeas data:
1. Eltitular tiene derecho a acceder, rectificar, actualizar, excluir y certificar sus datos;
2. Puede limitar la divulgacion y publicacion de dicha informacion;
3. Esta facultado para exigir que el tratamiento de sus datos se realice dentro de limites
constitucionales y conforme a los principios del sistema de proteccion de datos.

La sentencia también resalté principios adicionales:
« El principio de transparencia, que permite al titular conocer quién administra sus datos, con
qué proposito, con qué destinatarios y como puede ejercer sus derechos;
« El principio de acceso y circulacion restringida, que limita el uso de los datos al objeto legitimo
de la base de datos y garantiza el derecho del titular a conocer y controlar dicha informacion.

Estos principios y dimensiones protegen la autodeterminacion informativa del ciudadano, y se ven
amenazados cuando terceros acceden, utilizan o comercializan datos personales sin consentimiento,
como ocurre en el envio de comunicaciones comerciales no deseadas.

En conjunto, estas sentencias constituyen el fundamento jurisprudencial directo para justificar esta
iniciativa legislativa, que busca proteger de forma efectiva el derecho a la intimidad y al habeas data

frente a practicas invasivas, reiterativas y no autorizadas que se han intensificado con el uso de
tecnologias automatizadas, masificacion de datos y vacios normativos en la regulacion de las
comunicaciones con fines publicitarios.

C. Marco legal.

- Ley estatutaria 1581 de 2012 “Por la cual se dictan disposiciones generales para la proteccion

de datos personales.”
Esta ley establece el régimen general de proteccion de datos personales en Colombia,
fundamentado en principios como la libertad, finalidad, legalidad y consentimiento. Es clave para
este proyecto, ya que prohibe el tratamiento de datos sin autorizacion previa, expresa e informada,
lo que respalda la necesidad de exigir el consentimiento del titular antes de enviar comunicaciones
comerciales o promocionales.

- Ley 1266 de 2008 “Por la cual se dictan las disposiciones generales del habeas data y se regula

el manejo de la informacion contenida en bases de datos personales, en especial la financiera,
crediticia, comercial, de servicios y la proveniente de terceros paises y se dictan otras
disposiciones.”.
Regula el habeas data financiero, crediticio, comercial y de servicios, incluyendo bases de datos
provenientes del exterior. Su relevancia radica en que muchas comunicaciones no deseadas
provienen del sector financiero, el cual esta obligado por esta ley a tratar los datos con base en
principios de finalidad, veracidad y autorizacién. El proyecto de ley amplia y refuerza estos
principios para todo tipo de actor econémico.

- Ley 1480 de 2011 “Por medio de la cual se expide el Estatuto del Consumidor y se dictan otras

disposiciones”.
Esta norma protege a los consumidores frente a practicas comerciales abusivas, publicidad
engafiosa y vulneracion del derecho a recibir informacion clara y veraz. El envio masivo de
llamadas y mensajes sin consentimiento puede constituir una forma de acoso comercial. Por tanto,
el proyecto se alinea con el Estatuto del Consumidor al establecer limites y responsabilidades a
quienes desarrollan estas précticas.

- Ley 1341 de 2009 “Por la cual se definen principios y conceptos sobre la sociedad de la

informacion y la organizacion de las Tecnologias de la Informacion y las Comunicaciones TIC, se
crea la Agencia Nacional de Espectro y se dictan otras disposiciones”.
Regula el uso y prestacion de servicios de telecomunicaciones y define los derechos de los
usuarios dentro del entorno digital. La ley impone obligaciones de calidad, transparencia y
proteccion de los derechos de los usuarios frente a los operadores. El proyecto de ley
complementa esta norma al exigir que las comunicaciones comerciales sean claramente
identificadas y gestionadas por los operadores bajo mecanismos tecnolégicos adecuados.
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- Ley 2300 de 2023 “Por medio de la cual se establecen medidas que protejan el derecho a la intimidad

de los consumidores".
Establece medidas especificas para proteger la intimidad de los consumidores frente a llamadas y
mensajes provenientes del sector financiero. Introdujo obligaciones sobre canales autorizados, horarios y
consentimiento. Este proyecto amplia ese enfoque, extendiendo el alcance normativo a todos los sectores
economicos y canales de contacto, para lograr una proteccion integral frente a las comunicaciones no
deseadas.

- Decreto 1074 de 2015 "Por medio del cual se expide el Decreto Unico Reglamentario del Sector

Comercio, Industria y Turismo".
Este decreto compila la normativa del sector Comercio, Industria y Turismo, el proyecto de ley se
relaciona directamente con este decreto al proponer un fortalecimiento normativo y operativo del
RNE como herramienta de control previo obligatorio para las empresas que emiten
comunicaciones comerciales.

- Resolucion 7356 de 2024 “Por la cual se modifican disposiciones sobre el Registro de Nimeros
Excluidos contenidas el Capitulo 1 del Titulo Il de la Resolucion CRC 5050 de 2016 y se dictan
otras disposiciones”.

Esta resolucion actualiza las reglas técnicas sobre el Registro de Numeros Excluidos (RNE),
introduciendo nuevos mecanismos de interoperabilidad, trazabilidad y control. El proyecto de ley
respalda y complementa estas disposiciones, dotandolas de fuerza legal y ampliando su
aplicacion, especialmente frente a emisores extranjeros y tecnologias automatizadas de contacto.

D. Marco legal internacional.

- Articulo 12 - Declaracion Universal de los Derechos Humanos (1948). “Nadie sera objeto de

injerencias arbitrarias en su vida privada, su familia, su domicilio o su correspondencia, ni de
ataques a su honra o reputacion. Toda persona tiene derecho a la proteccion de la ley contra tales
injerencias o ataques.”.
Este articulo establece una proteccion general frente a interferencias arbitrarias en la vida privada,
lo que incluye comunicaciones intrusivas no autorizadas. Es una disposicién fundacional del
sistema internacional de derechos humanos y ha servido de base para normas posteriores mas
especificas sobre privacidad.

- Articulo 17 - Pacto Internacional de Derechos Civiles y Politicos (1966) “Nadie sera objeto
de injerencias arbitrarias o ilegales en su vida privada, su familia, su domicilio o su
correspondencia, ni de ataques ilegales a su honra y reputacion. Toda persona tiene derecho a la
proteccion de la ley contra esas injerencias o ataques.”.

Refuerza el principio de que toda persona debe estar protegida frente a injerencias arbitrarias e
ilegales, especialmente en contextos donde el uso no autorizado de datos personales puede

afectar su esfera intima. EI Comité de Derechos Humanos ha interpretado este articulo como
aplicable también al tratamiento de datos por parte de entidades publicas o privadas.

- Articulos 7y 8 - Carta de los Derechos Fundamentales de la Union Europea (2000). “1. Toda
persona tiene derecho a la proteccion de los datos de caracter personal que le conciernan. 2.
Estos datos deberan ser tratados de modo leal, para fines determinados y sobre la base del
consentimiento de la persona interesada o en virtud de otro fundamento legitimo previsto por la
ley.”.

Establece un derecho auténomo a la proteccion de datos personales, fijando principios clave como
el consentimiento, la finalidad legitima y el tratamiento leal, que son idénticos a los que desarrolla
este proyecto de ley.

- Articulo 8 - Convenio Europeo de Derechos Humanos (CEDH, 1950). “Toda persona tiene
derecho al respeto de su vida privada y familiar, de su domicilio y de su correspondencia. No podra
haber injerencia de la autoridad publica en el ejercicio de este derecho sino en tanto esté prevista
por la ley y sea necesaria (...) en una sociedad democratica.”.

Aplicable a casos de vigilancia, almacenamiento de informacién personal, uso de tecnologias y
comunicaciones invasivas, exigiendo que toda interferencia en la intimidad sea proporcional,
necesaria y legalmente justificada.

- Articulo 11 - Convencién Americana sobre Derechos Humanos (CADH, 1969). “1. Toda

persona tiene derecho al respeto de su honra y al reconocimiento de su dignidad. 2. Nadie puede
ser objeto de injerencias arbitrarias o abusivas en su vida privada, en su familia, en su domicilio o
en su correspondencia, ni de ataques ilegales a su honra o reputacion. 3. Toda persona tiene
derecho a la proteccion de la ley contra esas injerencias o esos ataques.”.
Reafirma el deber de los Estados de proteger la vida privada frente a cualquier forma de
interferencia. En el contexto actual, esto incluye el contacto comercial no autorizado, que puede
implicar el uso indebido de datos personales. La Corte Interamericana de Derechos Humanos ha
entendido este derecho como un componente esencial de la dignidad humana y de la autonomia
personal.

i, Objeto y sintesis del proyecto de ley.

La presente ley tiene por objeto fortalecer los lineamientos normativos aplicables al uso de redes y
servicios de telecomunicaciones para la emision de comunicaciones de carécter publicitario,
promocional o comercial no solicitadas, dirigidas a consumidores, usuarios finales o consumidores
comerciales en el territorio nacional, mediante llamadas telefonicas, mensajes de texto (SMS), correos
electronicos, aplicaciones de mensajeria instantanea u otros medios electronicos o digitales. De
conformidad, cuenta con los siguientes articulos:

Articulo 1. Objeto.

Articulo 2. Ambito de aplicacion. Aplica a todos los productores y proveedores, nacionales o
extranjeros, publicos o privados, que realicen contactos con fines comerciales hacia personas o
empresas en Colombia.

y las correctivas

Titulo I - Régimen de pr

Articulo 3. Registro de Numeros Excluidos (RNE). Quienes realicen comunicaciones comerciales
deben consultar el RNE con maximo 7 dias de anticipacion. Esto aplica incluso a contactos desde el
exterior con tecnologias de enmascaramiento o subcontratacion.

Articulo 4. Llamadas internacionales no autorizadas. Se prohiben comunicaciones desde el
exterior sin autorizacion previa, expresa, verificable y trazable del usuario.

Articulo 5. Identificacion de comunicaciones. Toda comunicacion comercial debera estar
claramente identificada con etiquetas como Publicidad, Campafia Comercial o Contenido Promocional.

Articulo 6. Limitacion de frecuencia. Una misma entidad no podra contactar a un usuario mas de 1
vez al dia, y 3 veces al mes. Salvo autorizacion expresa del usuario.

Articulo 7. Responsabilidad solidaria. Empresas y terceros contratados para ejecutar campafias
seran responsables solidariamente por infracciones a la ley.

Articulo 8. Registro Nacional de Recl Se crea un registro administrado por la SIC, donde
usuarios podran reportar comunicaciones indeseadas. Permitira trazabilidad, verificacion de
reincidencias y procedimientos sancionatorios automaticos.

Articulo 9. Régimen sancionatorio. La SIC aplicara sanciones segn lo establecido en las leyes de
proteccion de datos y consumidores (Ley 1581 de 2012 y Ley 1480 de 2011).

Titulo Il - Disposiciones finales

Articulo 10. Reglamentacion. EI Gobierno, en maximo 6 meses, expedira la reglamentacion en
coordinacion con la SIC, MinTIC, CRC y operadores.

Articulo 11. Vigencia.

V. Consideraciones.
1. Conveniencia y necesidad del proyecto de ley.

En el contexto del creciente uso de canales telefonicos, electronicos y digitales para fines comerciales
y publicitarios, se ha vuelto indispensable revisar, actualizar y fortalecer el marco regulatorio
colombiano frente a las comunicaciones no solicitadas. Estas practicas, aunque legitimas en ciertos
escenarios, han generado multiples preocupaciones relacionadas con la proteccion de datos
personales, el respeto a la privacidad, la calidad del servicio, la prevencion del fraude y el uso abusivo
de infraestructuras de telecomunicaciones, especialmente cuando las comunicaciones provienen del
extranjero o se realizan mediante mecanismos automatizados sin el debido consentimiento.

La situacion colombiana actual da cuenta de una problematica sistemética y en aumento. Solo en el
afio 2024 se reportaron mas de 9.700 millones de llamadas no deseadas o spam, lo que representd
un incremento del 30 % respecto al afio anterior. EI mes con mayor incidencia fue octubre, con mas
de 1.100 millones de llamadas no deseadas, mientras que en enero se registraron 40,5 millones de
llamadas spam, de las cuales el 80 % estaban relacionadas con intentos de estafa. En promedio, cada
ciudadano colombiano recibe entre 10 y 11 llamadas no solicitadas al mes, lo que evidencia la
magnitud del fenémeno.

El informe internacional Truecaller Insights posiciona a Colombia como el décimo pais con mayor
incidencia de acoso telefonico por parte de empresas a nivel mundial, y el quinto en América Latina,
solo superado por Pert, México, Chile y Brasil. El 64,5 % de estas comunicaciones corresponde a
ofertas de ventas, encuestas o servicios financieros. La percepcion publica refleja una molestia
generalizada, y aunque existen herramientas como el Registro de Numeros Excluidos (RNE), las
sanciones y los mecanismos actuales son percibidos como insuficientes por parte de la ciudadania.

Tabla 1
Hallazgos sobre la incidencia de llamadas publicitarias, comerciales o promocionales.

Aspecto Hallazgo clave

+9 700 millones de llamadas spam en 2024 (+30 %), pico con 1 100 millones en

Volumen
octubre
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Aspecto Hallazgo clave

Frecuencia 10-11 llamadas no deseadas por persona/mes en promedio.

Principales Operadores grandes (Claro, Movistar, Tigo) sefialados, aunque sanciones no
emisores centralizadas

Percepcion Molestia profunda; tramites como el Registro de Nimeros Excluidos (CRC) ayudan,
publica pero sanciones percibidas como insuficientes

Fuente: Elaboracion propia a partir del informe internacional de Truecaller Insights.

En materia de vigilancia y sancion, la Superintendencia de Industria y Comercio (SIC) ha documentado
practicas reiteradas y preocupantes por parte de los principales operadores del pais. En octubre de
2021, Claro fue sancionado con una multa de $950 millones de pesos por utilizar bases de datos de
portabilidad numérica para realizar telemercadeo sin consentimiento. Se comprobo que, entre enero
de 2020 y abril de 2021, la empresa efectud 7.425.820 llamadas no autorizadas, que le generaron
beneficios estimados en $13.416 millones de pesos. La resolucion 67646 ordend la eliminacion de
dicha base de datos y prohibié su uso para fines comerciales.

En mayo de 2025, se inici6 una investigacion contra Movistar por obstaculizar el derecho de los
usuarios a portarse a otro operador, mediante tacticas como demorar o negar el NIP requerido, y
ofrecer beneficios para desincentivar el cambio, lo cual infringe el régimen de portabilidad. Como
medida provisional, la SIC exigi6 que el NIP sea entregado en menos de cinco minutos en el 95 % de
los casos y prohibié enviar publicidad a los usuarios durante el proceso de portabilidad. De confirmarse
la infraccion, Movistar podria ser sancionado con una multa de hasta 15.000 salarios minimos legales
mensuales vigentes, equivalentes a cerca de $21 billones de pesos colombianos.

Por su parte, en junio de 2024, Tigo fue sancionado con $1.331 millones de pesos por interrumpir el
servicio de mensajes a usuarios que se trasladaron a otros operadores, lo cual fue calificado como
una practica anticompetitiva. La empresa bloquet el envio y recepcion de mensajes hacia nimeros
que ya no pertenecian a su red, afectando el derecho a la portabilidad. La SIC ordeno la correccién
inmediata de esta conducta. Esta sancion se dio como respuesta a multiples denuncias presentadas
tanto por usuarios como por otros operadores.

Tabla 2
Sanciones a los operadores de telefonia

Tema Claro Movistar Tigo
Naturaleza de la||Uso indebido de base de|Obstaculizacion dell|Afectacion técnica tras|
sancion datos cambio de red portacion

Posible multa de $21

Cifra sancionada  {|$950 millones COP $1.331 millones COP

billones COP
Usuarios 74 millones No estimado Numerosos usuarios|
afectados portados
Practica 'Telemercadeo sinl(Incentivos  indebidos y|/Interrupcion de trafico de|
sancionada consentimiento retencion datos
Medi E NIP R I
, edidas Eliminar base de datos ntrega de y cese de| esta§ ece.r
impuestas ofertas comunicaciones

Fuente: Elaboracion propia a partir de informacion suministrada por el sector.
Derecho comparado

En comparacion con otros paises, Colombia presenta brechas normativas frente al abordaje integral
del problema. Paises como Esparia, Chile, Argentina, Francia, Canada, Estados Unidos y México han
adoptado marcos regulatorios especificos para este tipo de comunicaciones, estructurados bajo tres
ejes principales:

1. Consentimiento previo, expreso y verificable, como condicion para emitir comunicaciones
comerciales.

2. Registros nacionales de exclusion, que permiten a los usuarios solicitar el cese del contacto
no deseado.

3. Tecnologias de identificacion, bloqueo y etiquetado automatico, que permiten reconocer de
antemano el caracter publicitario de las comunicaciones.

En Espafia, desde junio de 2023, la Ley General de Telecomunicaciones 11/2022 prohibe realizar
llamadas publicitarias sin el consentimiento explicito del usuario, salvo que exista otra base legal valida
segun el Reglamento General de Proteccion de Datos (RGPD). La normativa obliga a las empresas a
obtener consentimiento antes de emitir llamadas comerciales. Ademas, existe la Lista Robinson, un
registro de exclusion voluntaria al que se suman otros mecanismos de oposicion directa en las
llamadas. En 2025 entrara en vigor una orden para que los operadores bloqueen automéaticamente
llamadas desde el extranjero que utilicen nimeros espafioles, tengan identificador vacio o usen
moviles sin autorizacion, exigiendo también el uso de prefijos especiales (800/900) para garantizar la
identificacion. Las sanciones en este pais pueden llegar hasta 2 millones de euros, impuestas por la
Agencia Espafiola de Proteccion de Datos (AEPD) y la Comision Nacional de los Mercados y la
Competencia (CNMC). También se limita el horario de llamadas (solo entre 9a.m. y 9p.m.) y se
prohiben las lineas ocultas o automatizadas sin consentimiento.

En Chile, desde marzo de 2025, las llamadas comerciales deben diferenciarse mediante prefijos
especificos: el 600 para llamadas solicitadas y el 809 para las no solicitadas. Esta medida facilita el
blogueo automatico y se otorgé un periodo de adaptacion hasta agosto del mismo afio. Francia ha
adoptado un modelo similar, con cédigos diferenciados segun el tipo de llamada, lo que ha permitido
un bloqueo mas eficaz de comunicaciones masivas no deseadas.

En Argentina, la Ley 25.326 y el Registro Nacional “No Llame” (activo desde 2015) prohiben las
llamadas a numeros inscritos sin autorizacion. Las empresas que incumplen pueden ser denunciadas
ante la Agencia de Acceso a la Informacion Publica (AAIP). México opera con un registro denominado
“No Molestar”, gestionado por el Instituto Federal de Telecomunicaciones (lfetel). Tanto Canada como
Estados Unidos cuentan con registros nacionales de exclusion (‘Do Not Call”) gestionados por
autoridades como la Comision de Radio, Television y Telecomunicaciones (CRTC) en Canada y la
Comision Federal de Comercio (FTC) en EE.UU., las cuales también tienen competencia sancionatoria
frente a infractores.

De este andlisis se evidencia que la mayoria de estos paises han adoptado un enfoque tripartito:
consentimiento expreso, registros de exclusion y desarrollo de tecnologias de etiquetado y bloqueo
automatico. Espafia sobresale por su normativa robusta y sanciones significativas, mientras Chile y

Francia lideran la implementacion de prefijos especiales. En paralelo, Argentina, Canada, Estados
Unidos y México han establecido registros de exclusion funcionales con mecanismos de denuncia y
control.

En consecuencia, y frente a este panorama, se hace urgente que Colombia armonice su regulacion
con los estandares internacionales, mediante una legislacion que unifique criterios sobre
consentimiento, exclusion, identificacion de comunicaciones comerciales y responsabilidad
empresarial. Esta ley permitird combatir practicas abusivas, evitar saturacion de las redes, mejorar la
experiencia del usuario y proteger de manera efectiva a los consumidores frente a conductas invasivas
o fraudulentas. Asimismo, se consolidaran mecanismos de trazabilidad y sancién que fortalezcan la
funcion preventiva y correctiva del Estado frente a infracciones en el sector de telecomunicaciones.

Comparativo por aspecto

. Consentimiento | Registro de|ldentificacion / bquueoH .
Pais X . o Sanciones
previo
Espafa Requisito legal Lista Robinson Preﬁ10§ + blogueo desde Hasta €2 M
extranjero
Chile Implicito en prefijos |— P.I’efI]O.S 600/809 No especificado
distinciones
Argentina Requisito legal No Llame AR || — /AAIP sanciona
. - Prefijos para anuncio|
Francia Requisito legal — : —
comercial
Canadd/EE UV Requisito legal | e DONot fAutoridades
Call aplican
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. Consentimiento  ||Registro le|Identificacion / blog ” .
Pais . .. L Sanciones
previo
- . “No  Molestar’|
México Requisito legal fetel — —

Elaboracion propia.

Este proyecto de ley no solo responde al clamor ciudadano y a la creciente percepcion de acoso
comercial, sino que también promueve la transparencia en el ecosistema digital, la libre competencia,
el respeto por los derechos del usuario y el uso eficiente de las redes de comunicacion en el pais.
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V. Competencia del congreso.

a. Constitucional:

“ARTICULO 114. Corresponde al Congreso de la Reptblica reformar la Constitucion, hacer las leyes
y ejercer control politico sobre el gobierno y la administracion.

El Congreso de la Republica, estara integrado por el Senado y la Camara de Representantes (...)"

“ARTICULO 150. Corresponde al Congreso hacer las leyes. Por medio de ellas ejerce las siguientes
funciones:

1. Interpretar, reformar y derogar las leyes
.y
b. Legal:

Ley 3 De 1992. Por La Cual Se Expiden Normas Sobre Las Comisiones Del Congreso De
Colombia Y Se Dictan Otras Disposiciones.

“ARTICULO 2° Tanto en el Senado como en la Camara de Representantes funcionaran Comisiones
Constitucionales Permanentes, encargadas de dar primer debate a los proyectos de acto legislativo o
de ley referente a los asuntos de su competencia.

Las Comisiones Constitucionales Permanentes en cada una de las Camaras seran siete (7) a saber”

Ley 5 de 1992. Por la cual se expide el reglamento del congreso; el senado y la camara de
representantes

“ARTICULO 60. CLASES DE FUNCIONES DEL CONGRESO. El Congreso de la Reptiblica cumple:
1. Funcion CONSTITUYENTE, para reformar la Constitucion Politica mediante actos legislativos.

2. Funcion LEGISLATIVA, para elaborar, interpretar, reformar y derogar las leyes y cédigos en todos
los ramos de la legislacion

()

En el caso particular, se considera que el presente proyecto debe tramitarse a través de la Comision
Sexta Constitucional, en tanto tiene como propésito reconocer y promover el pensamiento critico y

humanista colombiano como una de las bases fundamentales de la educacion para la paz; asi las
cosas, y siendo la educacion una temética propia de esta comision.

VI Impacto fiscal.

El presente proyecto de ley, al no ordenar gasto, no comprende un impacto fiscal y por lo tanto no
requiere cumplir con lo establecido en el articulo 7° de la Ley 819 de 2003, ni se encuentra
condicionado al aval del Ministerio de Hacienda y Crédito Publico.

Es de resaltar que el articulo 7 de la Ley 819 de 2003, establece:

Articulo 7. Anélisis fiscal de las normas. En todo momento, el impacto fiscal de cualquier
proyecto de ley, ordenanza o acuerdo que ordene gasto o que otorgue plazo.

Para estos propositos, debera incluirse expresamente en la exposicion de motivos y en las
ponencias de tramite respectivas los costos fiscales de la iniciativa y la fuente de ingreso.

El Ministerio de Hacienda y Crédito Publico, en cualquier tiempo durante el respectivo tramite
en el Congreso de la Republica, deberé rendir su concepto frente a la consistencia de lo
dispuesto en el inciso anterior. En ningtin caso este concepto podra ir en contravia del Marco
Fiscal de Mediano Plazo. Este informe seré publicado en la Gaceta del Congreso.

Los proyectos de ley de iniciativa gubernamental, que planteen un gasto adicional o una
reduccion de ingresos, deberan contener la correspondiente fuente sustitutiva por disminucién
de gasto o aumentos de ingresos, lo cual debera ser analizado y aprobado por el Ministerio
de Hacienda y Crédito Publico.

En las entidades territoriales, el tramite previsto en el inciso anterior sera surtido ante la
respectiva Secretaria de Hacienda o quien haga sus veces.

En este orden de ideas se tiene que el presente proyecto de ley no vulnera la Constitucion ni la Ley,
en cuanto su intencion no es conminar u ordenar de manera imperativa un gasto.

VI Conflicto de interés.

Segun lo dispuesto en el articulo 3 de la Ley 2003 de 2019 que modifico el articulo 291 de la Ley 5 de
1992 “el autor del proyecto y el ponente presentaran en el cuerpo de la exposicion de motivos un

acapite que describa las circunstancias o eventos que podrian generar un conflicto de interés para la
discusion y votacion del proyecto, de acuerdo con el articulo 286. Estos serén criterios guias para que
los otros congresistas tomen una decisién en torno a si se encuentran en una causal de impedimento,
no obstante, otras causales que el congresista pueda encontrar’.

Por lo cual, en cumplimiento de lo dispuesto en el marco normativo citado, me permito sefialar que en
el tramite de este proyecto podran presentarse conflictos de interés moral por parte de aquellos
congresistas que por razones de conciencia no quieran participar en la discusion y votacion del
presente proyecto. De igual forma, podrian incurrir en conflicto de interés los congresistas, conyuge,
compafiero o compafiera permanente, o parientes dentro del segundo grado de consanguinidad,
segundo de afinidad o primero civil que puedan obtener beneficios directos o actuales del presente
proyecto.

No se efectuaron modificaciones al texto radicado el 05 de agosto de 2025 en la Secretaria General
del Senado de la Republica.

r=r i

VIl Proposicion.

Por lo anteriormente expuesto presento ponencia positiva sin modificaciones y solicito a los
Honorables Senadores miembros de la Comision VI del Senado de la Republica, dar primer debate al
Proyecto de Ley No. 127 de 2025 Senado “Por medio de la cual se fortalecen los mecanismos de
proteccion frente a comunicaciones no deseadas con fines publicitarios, promocionales o comerciales,
y se dictan otras disposiciones” segun el texto propuesto.

Atentamente,

Z: Lo
ROBERT DAZA GUE"ARA

Senador de la Republica
Pacto Historico
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IX. Texto propuesto para primer debate del Proyecto de Ley No. 127 de 2025 Senado

“POR MEDIO DE LA CUAL SE FORTALECEN LOS MECANISMOS DE PROTECCION FRENTE A
COMUNICACIONES NO DESEADAS CON FINES COMERCIALES O PUBLICITARIOS Y SE
DICTAN OTRAS DISPOSICIONES”

EL CONGRESO DE COLOMBIA

DECRETA:

TiTULO |
Disposiciones Generales

Articulo 1. Objeto de la ley. La presente ley tiene por objeto fortalecer los lineamientos normativos
aplicables al uso de redes y servicios de telecomunicaciones para la emision de comunicaciones de
caracter publicitario, promocional o comercial no solicitadas, dirigidas a consumidores, usuarios finales
o consumidores comerciales en el territorio nacional, mediante llamadas telefénicas, mensajes de
texto (SMS), correos electronicos, aplicaciones de mensajeria instantanea u otros medios electrénicos
o digitales.

Articulo 2. Ambito de aplicacion. Las disposiciones contenidas en esta ley seran aplicables a todos
los productores y proveedores de bienes y servicios, publicos o privados, nacionales o extranjeros,
que realicen actividades de contacto con fines publicitarios, promocionales o comerciales dirigidas a
personas naturales o juridicas ubicadas en Colombia, a través de medios telefonicos, electronicos,
digitales o automatizados. Esta ley también se aplicara en las relaciones entre productores y
proveedores y los consumidores comerciales, en los mismos términos.

TiTuLO Il

qid

correctivas

Régimen de proteccion y

Articulo 3. Fortalecimiento del Registro de Nimeros Excluidos (RNE). Toda persona natural o
juridica, nacional o extranjera, que pretenda realizar llamadas, enviar mensajes o establecer cualquier
tipo de contacto con fines publicitarios, promocionales o comerciales hacia usuarios ubicados en
Colombia, debera consultar previamente el Registro de Nimeros Excluidos (RNE). Esta obligacion
sera exigible incluso cuando el contacto se origine desde fuera del territorio nacional, mediante el uso
de tecnologias como el redireccionamiento, el enmascaramiento, la subcontratacion o servicios
automatizados. La consulta al RNE deberé realizarse con una antelacion no mayor a siete (7) dias
calendario respecto de la fecha de contacto.

Articulo 4. Prohibicion de llamadas internacionales no autorizadas. Se prohibe el envio de
comunicaciones con fines comerciales, publicitarios o promocionales desde el exterior hacia
consumidores o usuarios en Colombia, mediante cualquier canal o tecnologia, salvo que el titular de
los datos haya otorgado una autorizacion previa, expresa, verificable y trazable. Esta autorizacion
debera cumplir los requisitos previstos en la Ley 1581 de 2012 y su reglamentacion.

Articulo 5. Etiquetado e identificacion de comunicaciones comerciales. Todos los operadores de
telecomunicaciones que presten servicios en Colombia deberan implementar mecanismos
tecnolégicos que permitan la identificacion clara, previa y visible o audible de toda comunicacion con
fines publicitarios o comerciales. Las comunicaciones deberan incorporar etiquetas como “Publicidad”,
“Camparia Comercial” o “Contenido Promocional”, segun el caso. Esta obligacion aplica a llamadas
de voz, mensajes de texto (SMS), aplicaciones de mensajeria instantanea, correos electronicos y otros
medios digitales.

Articulo 6. Limitacion de fr ia de to. Ninglin consumidor, usuario final o consumidor
comercial podra ser contactado con fines comerciales o publicitarios por una misma entidad mas de
una (1) vez al dia ni mas de tres (3) veces al mes, salvo que haya otorgado un consentimiento expreso,
especifico y verificable que autorice una frecuencia mayor. Esta autorizacion debera conservarse
como prueba ante la autoridad competente en caso de requerimiento.

Articulo 7. Responsabilidad solidaria. Los productores y proveedores de bienes o servicios
responsables de camparias comerciales, asi como aquellos que contraten, tercericen o subcontraten
a terceros, nacionales o extranjeros, para la ejecucion de llamadas, envios de mensajes u otros
contactos, responderan solidariamente por las infracciones derivadas del incumplimiento de esta ley,
sin perjuicio de las sanciones individuales aplicables a los ejecutores directos.

Articulo 8. Registro N | de Recl; por C Créase el
Registro Nacional de Reclamaciones por Comunicaciones Indeseadas, administrado por la

Superintendencia de Industria y Comercio (SIC), como un sistema publico, gratuito e interoperable,
que permita a los consumidores, usuarios y consumidores comerciales reportar comunicaciones no
autorizadas. Este sistema facilitara la trazabilidad de las quejas, la verificacion de reincidencias y el
inicio automético de procedimientos sancionatorios en casos de incumplimiento reiterado. El registro
debera integrarse con el RNE y los sistemas de atencion al usuario de operadores de
telecomunicaciones, entidades financieras, comerciales y prestadores de servicios.

Articulo 9. Régimen sancionatorio. El incumplimiento de las disposiciones contenidas en la presente
ley sera sancionado por la Superintendencia de Industria y Comercio, conforme al procedimiento
administrativo sancionatorio previsto en la Ley 1581 de 2012, la Ley 1480 de 2011 y las demas normas
aplicables en materia de proteccion de usuarios y consumidores.

TiTuLom
Disposiciones finales

Articulo 10. Reglamentacion. El Gobierno Nacional, en un plazo méximo de seis (6) meses contados
a partir de la promulgacion de la presente ley, expedira la reglamentacion correspondiente para su
implementacion, en coordinacion con la Superintendencia de Industria y Comercio (SIC), el Ministerio
de Tecnologias de la Informacion y las Comunicaciones (MinTIC), la Comision de Regulacion de
Comunicaciones (CRC) y los operadores de servicios de telecomunicaciones.

Articulo 11. Vigencia y derogatorias. La presente ley rige a partir de su promulgacion y deroga todas
las disposiciones que le sean contrarias.

Atentamente,
- g .Il-"'l.I
£ uudl
ROBERT DAZA GUEVARA

Senador de la Republica
Pacto Histérico
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